
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

PERSONNEL MANAGEMENT INTEGRATION 
FOR C·CURE 9000 

t Properly manage cards 
and clearances 

t Easily configure ‘card 
delete’ parameters 

t Removes all clearances 
from a personnel record 
that has been marked as 
disabled 

IDEAL FOR CUSTOMERS WITH 
LARGE CARDHOLDER 
DATABASES 

w w w. n e w m kt s o l u t i o n s . co m  

The NMS Personnel Management Integration for  

C·CURE 9000 allows you to better manage 

clearances and credential records when dealing 

with personnel marked as disabled and credentials 

marked lost, disabled, stolen, or expired.   

 

DATA SHEET 

Saves Controller Memory Space 

In a large site with thousands of 
cardholders who may have full perimeter 
access, personnel records that have been 
marked as disabled have typically 
remained within the iSTAR controller’s 
memory, clogging valuable space.   

The NMS Personnel Management 
Integration helps resolve this problem by 
automatically removing all clearances 
from a personnel record that has been 
marked as disabled. This significantly 
frees up iSTAR memory and helps to 
properly manage critical security 
clearances.    

 

Maintain the 5-card Per Person Limit 

The NMS Personnel Management 
Integration allows administrators to set 
criteria to delete cards, freeing space for 
new card assignment without exceeding 
the 5-card limit per person.  For example, 
you can dictate that if a card is marked as 
disabled or lost, it is automatically 
deleted; or, that a card will only be deleted 
if it is marked as stolen.  

For any application with large cardholder 
databases, this integration will help better 
manage cards and clearances and save 
valuable iSTAR memory.  

 


